Comprehensive Decision-Making Method Considering Voltage Risk for Preventive and Emergency Control of Power System
Shuaihu Li1,2, Yong Li1, Yijia Cao1, Yi Tan1, Lin Jiang2, Björn Keune3
1College of Electrical and Information Engineering, Hunan University, Changsha, People’s Republic of China

2School of Electrical Engineering, Electronics and Computer Science, Liverpool University, Liverpool, UK

3Institute of Energy Systems, Energy Economics and Energy Efficiency, TU Dortmund, Dortmund, Germany
E-mail: yjcaohnu@163.com
Abstract: In this paper, a comprehensive decision-making method considering voltage risk is proposed for preventive and emergency control of power system. The voltage risk is quantified in the form of economic index. Comparing with traditional methods, the assessment model of voltage risk is more comprehensive which considers the load loss due to voltage violations, voltage collapse and control costs. Then, a coordination control model is proposed which takes the minimum voltage risk as its single objective. Meanwhile, positive constraint relaxation algorithm (PCRA) is presented to search the optimal coordinating control strategy. In the progress of search, the failure with the smallest severity factor in the set of preventive fault has the priority to be selected as an emergency fault. Under the new condition, the total risk and the set of control measures will be re-determined until the searching termination criterion is unsatisfied. The proposed method is significant not only to achieve the optimum balance between the security and economy of power system, but also improve the calculation efficiency. The case study on New-England 39-bus system is conducted to validate the proposed method.
Keywords: Voltage stability, preventive control, emergency control, voltage security risk assessment, comprehensive control.
1.  Introduction
Preventive control and emergency control play important roles in the safety defense system (SDS) of power system. By implementing these two control strategies, the system will have an adequate safety margin in pre-accident or post-accident [1]-[3]. In the electricity market environment, more attentions need to be paid on the balance of economy and security when studying the security control method. The traditional way, however, only considers the preventive control and emergency control separately, leading to conservative and uneconomical results. And even in some cases, neither of them can assure the reliability and economy [4]. Therefore, an integrated optimization control model, which coordinates preventive control with emergency control, is essential to improve the stability of power system. 
In early stage, some comprehensive methods have been proposed in [5]-[7]. These methods, however, have not considered the uncertainties of contingencies or power injection, and there is not any clearly defined boundary to choose preventive control or emergency control strategy for the decision-making of each anticipated accident. In [8], an integrated control method based on extended equal area criterion (EEAC) is put forward to minimize control cost with the largest security domain, and a threshold of control cost is presented to determine which control method (preventive or emergency control) is to be adopted. And on this basis, [9] and [10] provides improved methods based on dynamic security regions and their boundaries, which can effectively determine the control scheme to maintain the stability, avoiding all the “dangerous” possibilities. However, the control cost can’t be able to full measure the real consequence for each anticipated accident. 
In [11]-[14], a risk assessment theory is introduced to quantify security cost, which condenses contingency likelihood and severity into indices that reflect probabilistic risk. On the basis of this theory, the decision-making of preventive control and emergency control model is proposed based on transient risk in [15] and [16] respectively, which is more actual considers the load loss due to voltage collapse. Moreover, it provides a potential application of the security risk assessment in decision-making method of security control. However, the economic assessment model of voltage risk is still inaccurate without a good way to calculate the loss of voltage violation and solve it needs complex calculation. Generally, the risk is defined as the probability multiplied by the severity of incidents. As is described in [17], a severity index is presented to quantify the system risk, which is not an economic model. With the in-depth research, the risk is able to be assessed as the expectation of the dollar in [18]. This approach is attractive because it provides a more practical way to evaluate the load losses of voltage off-limit and voltage collapse by probabilistic load flow. 
Thereby, a comprehensive decision-making method of preventive and emergency control to minimize the voltage risk is proposed in this paper. This voltage risk is defined as a comprehensive economic index to quantify the voltage security level of the system whether the preventive and emergency control is implemented or not. Positive constraint relaxation algorithm (PCRA) is presented to search the coordination control strategy. Initially the proposed algorithm is to examine the expected faults and determines the rank of them. The ranking of the failure’s severity coefficients depends on the probability and the consequences of the failure. Small ranking means that a failure has small probability but high consequences. And then, the preventive control is determined in order to increase load margin above a specific value for the all unsafe failures. Furthermore, following the ranking of the first step, the failures are examined one by one in an increasing order iteration process to determine the emergency control. Since the preventive control cost is reduced and the voltage risk is increased in case of emergency control measures, the iteration process stops when the risk-benefit is not any more cost preferable. As a result, some of the failures are resolved using preventive control while others using emergency control. The proposed method is more efficient to make the optimum control decision because of PCRA according to the ranking of the failure, and also achieves a better balance between security and economy of system operation. New England 39-bus system is used here as a case study to verify the validity and effectiveness of the proposed method. 
2.  Voltage Operation Risk Analysis

As shown in Fig.1, the modern safety defense system in power system is generally composed of pre-accident preventive control, post-accident emergency control, and the corrective control. It is generally thought that preventive control and emergency control are the key security defense lines in the modern safety defense system.
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Fig. 1 The composition of modern safety defense system 
Through screening the security levels of all preconceived contingencies at the initial state (i.e. E0 in Fig.1), the post-contingency condition is divided into security state, warning state and emergency state, according to the security margin. These failures, which may bring the system into warning or emergency state, are incorporated into the set of expected accidents (Γ). Each expected accident is likely to occur, thus resulting in voltage problem including the following three scenarios:

1) Transient voltage instability: the system has already lost its balance point when the accident occurs. 
2) Long-term or medium-term voltage instability: the system can move to a new equilibrium point after the accident is cleared, but the relay protection may be induced to work due to some dynamic parameters exceeding its limit when the system is in shock period, which is likely to be a developing process of cascading faults and finally leads to voltage collapse.
3) Voltage violations: although the system can maintain stable after the accident occurs, the magnitude of voltage off-normal may have surpassed a threshold during fault time, which can result in losses due to some loads interruption. 
Ignoring small factors, such as voltage harmonics and voltage fluctuations, the loss caused by the above-mentioned phenomena is not counted into the consequence of voltage risk. Obviously, system stability margin and voltage level can be improved by using the preventive control or emergency control, thereby decreasing the voltage risk. So if there is a perfectly coordination method to give full play the complement between the preventive control and emergency control, it is vital to get a more effective tool to make the decision with more economic benefit and lower risk for dispatcher. The economic profits of the safety defense system are mainly summarized into three parts: 1) increasing transmission capacity with a certain operation risk; 2) reducing voltage risk of the system, 3) reducing the total control cost of the preventive and emergency control. In this paper, part 2 and 3 are considered in the risk assessment model of voltage security.
3.  Voltage Risk Assessment Model
3.1 Risk Assessment of Voltage Instability 
1)  Risk assessment under ΓP1 accident 
Under the given condition E0
, the risk of RF can be expressed as:
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where ΓP1 represents the subset of expected accidents that cause the instability of system; RF is the risk of voltage instability; Pγi[E0] is the probability of an accident γi under E0 (the occurrence probability of a contingency follows a Poisson distribution, so it can be achieved in [16]); Scollapse,γi (E0) is the loss of voltage instability caused by the accident γi under E0 (Normally all load is interrupted); LF is the expectation of load loss; TF is the average recovery time for voltage instability; CF is the unit cost once blackout; SF is additional loss of damages, blackout fines, and so on [18].
2)  Risk assessment under ΓP2 accident 
Under the given condition E0, the post-contingency state has a security domain, after the fault in ΓP2 is cleared, but the system may also lose stability. The above section has expounded the reason in the fourth paragraph. The risk RK can be expressed as:
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where ΓP2 represents the set of expected faults with a security domain but has the probability to lose stability during post-contingency state ; RK is the risk of voltage instability; PC is the occurrence probability of voltage instability in post-contingency state. Scollapse(γi,E2) is the loss of voltage instability caused by the accident γi under E2.
Under this operating condition, the occurrence probability of voltage instability is closely related with voltage stability margin, which has been proved in [18], the express for the relation between them is
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where Pcollapse,γi(E2) represents the probability of voltage instability under E2; λ(E2) is the load margin under E2; f[λ(E2)] is the probability density function of the λ(E2)>0, obtained by Gram- Charlier series expansion [19], which can be expressed as follows: 
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where N(x) is the standard normal probability density function; Hk(x) refers to k-order Hermite polynomials; gv is the v-order normalized half-order invariants determined by the location of the saddle bifurcation point and the variation of the random parameters under the given state [20].
Therefore, the probability of voltage instability under E2 can be expressed as:
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The load margin under E2 can be obtained by solving the linear optimization function [17] as follows:
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where x is the state variable of power system; y is algebraic variable; λ is the disturbance parameter; g is equality constraint; h is the steady-state inequality constraint.
If the power flow calculation has no positive solution, we can apply the power flow tracking method [19] to gain the negative solution, the load margin can be obtained by decreasing the system's load continuous and synchronous until the power flow has a convergence solution.
3.2 Risk Assessment of Voltage Violation 
According to the long-term operating experience, the risk of voltage off-up-limit is much lower than that of voltage off-low-limit. Generally, the local voltage will suddenly drop when a fault occurs. If the declining amplitude of a bus voltage surpasses the operation threshold of the relay protection device of voltage sensitive load, a part of these sensitive loads will be interrupted, causing a portion of economic losses. In addition, a part of the electrical equipment is likely to be damaged with the voltage off-limit, also resulting in other portion of economic losses. In fact, the range of voltage tolerance varies with sensitive loads, such as PLC, ASD, PC and so on. Whereas, there always was difficult to precise calculate the aforementioned losses. In this paper, only magnitude and duration thresholds of voltage are considered for a simple illustration, the operating area of the sensitive loads is divided into three types: normal, fault and uncertainty as shown in Fig.2 [18]. the region of uncertainty for voltage-tolerance curves of synthetic load can be described as a shaded area shown in Fig.2. The voltage magnitude threshold may vary between Vmin and Vmax whereas duration threshold varies between Tmin and Tmax. The 1th, 2nd, and 3rd zone represent normal areas without load loss, the 4th, 5th and 6th zone represent fault areas with all load being tripped, and the middle of the map is the uncertain area.
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Fig.2 Voltage-tolerance area of sensitive load voltage
The critical segment of the risk evaluation depends on the evaluation result of the uncertainty area as shown in Fig.2, which determines the accurate assessment of the risk of voltage violation and will affect the assessment results of the total voltage risk in the later section. Generally, the severity of a fault is closely related to its duration time and the amplitude of voltage dips. Moreover, many uncertainty factors, including load type, disturbance direction, fault type, fault location, fault duration and so forth, will greatly affect the severities of voltage sag on different buses. However, up to now, no perfect assessment model has been presented to accurately quantize the risk. An improved assessment method is proposed in [18], which divides the comprehensive types of load into commercial loads, industrial loads and civilian loads at each bus and tries to confirm their tolerance interval. This approach is attractive because it provides a more practical way to quantify the tripping load caused by voltage violation and a more accurate way to evaluate the economic losses of voltage off-limit. Thus, based on bus voltage distribution obtained by analyzing a large number of the operating data, the severity of voltage violation can be expressed as follows:
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where ENTj,k represents the expected number of the load loss with class k at the jth bus; Lj is the total load of the jth bus; Kj,k is the proportion of load class k at the jth bus; fxy(T,V) is the joint distribution density function of bus voltage and the duration, which is solved based on the method proposed in [19]; Tj,k is the average recovery time of the loss load class k at the jth bus; Cj,k is the average unit cost of the loss load class k; Sj,k is the fine of power outage or cost due to equipment damage. 
The risk of voltage violation can be expressed as:
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where RG(E0) represents the risk of voltage violation; RG，γi (E0) represents the risk assessment of voltage violation under the accident γi; Aj represents the event of voltage violation occurring at jth bus; Pr,Aj,k is the occurrence probability of voltage violation with load class k at jth bus; Sev,Aj,k is the consequence of voltage violation with load class k load at jth bus; fx,j is the distribution density function of voltage amplitude at jth bus under the given condition, which can be solved by the method in [19]; NB is the set of all non-generator buses; and NK is the set of loads with different types.
3.3 The Total Risk of Voltage Security
The total economic equivalent of voltage risk (i.e. Risk) under a given condition can be computed by:
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Obviously, the decision-making of comprehensive control strategy is an iterative process, so we need to calculate the variation of voltage risk at each cycle, and the risk revenue is equal to
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where k =1, 2, 3, ... is the number of iterations.
4.  Comprehensive Optimization Control Strategy
Preventive control is against every disturbance in the set of expected fault, but emergency control is against certain fault. The cost of preventive control is independent of disturbance, but emergency control is implemented as certain disturbance is detected. There is a mixed nonlinear programming problem to coordinate preventive control and emergency control. Obviously, an efficient control scheme of preventive and emergency control will exert a great influence on the dynamic voltage insecurity risk in the system. Through an optimal solution of system risk and a contingency set decomposition way, a more comprehensive and effective optimization method of the decision-making of preventive and emergency control can be gained.
4.1 The Comprehensive Optimization Control Model
The economic objective is to minimize the control cost, thus maximizing the benefit. The mathematical optimization model of the comprehensive decision-making of preventive and emergency control can be represented as follows: 
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                (15) 
where Cost is the total control cost; z is the spare capacity vector; μp is the set of preventive control measures; μe is the set of emergency control measures; ΔCost is the difference of the economic cost with control implementation; ΔRisk is the difference in voltage risk between the normal state and post-control state. ΔCost is defined as:
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where Cτ(z) is the cost of the spare capacity (z); aj is the unit investment cost of spare capacity within the observed time; Cp(
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 is the positive and negative amount of the adjustment preventive control variables; NG represents the set of the generator bus; 
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is the positive and negative adjustment cost of the preventive control variable; μen is the amount of the nth emergency control measures; en is the cost coefficient of the nth emergency control variable. 
All the cost coefficients aforementioned are determined by the operator, according to the current operating condition and historical offline computing results. The load-shedding cost is a quadratic function of load shedding amount. And the cut-off generator costs include shutdown costs, start-up costs and replacement costs [18].
In order to improve optimization strategy, the severity coefficients τ of the accident is presented, and τ is defined as follows:
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where λpost-emergency,γi is load margin of the system when the fault γi is cleared. 
When τ is less than zero, the rank of τ will be sorted in an ascending order, otherwise the opposite. If τ is small, it implies that the accident occurs with small probability but brings high consequences. Therefore, the fault with smaller τ is suitable and has the priority to be selected into the subset of emergency control fault. 
This ranking has advantages in simplifying the optimization process of making integrated decision of preventive and emergency control because: 
1) The order is confirmed to classify the contingency set into two subsets according to the rank. Only some later failures may be considered to integrate the subset of emergency control fault, which avoid iterating through all the failures, so it is effective to diminish high dimensional decision space of the integrated preventive and emergency control.

2) As the emergency control strategy are determined under accident γi, the set of preventive control only needs to minus the corresponding preventive control measurements of the failure, so it is reasonable to simplify nonlinear alternation between measures.
4.2 Preventive Control Model
The first step is to solve linear programming optimal function as shown in (19) to determine the preventive control strategy [10] in accordance with the positive sequence of failures according to the value of τ.
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where the second item is inequality constraints of the variation range of the operating point, i.e., the controlled variable does not exceed the controllable range; the third item is power balance constraint; and the fourth item is the constraint on minimum stability margin.
4.3 Positive Constraint Relaxation Algorithm
PCRA is presented to obtain the comprehensive set of preventive and emergency control actions in this paper. Its basic idea is as follows. At first, the preventive control measures are obtained by solving the optimization function (19) to make sure that all the expected accidents become safe and are put into the control set μp. Preventive control measurement includes both the generator dispatch and load shedding, thus ensuring the optimization problem of (19) is always solvable. The emergency control cost is zero when the preventive control cost reaches the largest. Then, the last fault γi of the τ rank is selected from the set of preventive control fault (Γp) into the set of emergency control fault (Γe). Under γi fault, the set of emergency control measures (μe) is solved by the open-loop emergency control technique (OLECT) [9]. Meanwhile, μp reduces the corresponding preventive control of the γi fault. The terminal condition of the optimal calculation is to observe the variation of the total benefit of risk (ΔRisk-ΔCost), which is defined as the total risk-benefit. If the risk-benefit is positive, return to the first step of step 3 to continue the search process, and the next γi fault will be selected to incorporate Γe. If the risk-benefit is non-positive, the previous result is determined as the optimal solution.
5.  Flow Chart of Control Strategy
For enhancing the medium- and long-term voltage stability, the static decision-making method is still more practical. The proposed method, a risk-based method for preventive and emergency coordination control, can be implemented. Fig. 3 shows its flowchart. The solving process mainly consists of the following three steps: first, screen the set of expected faults and determine the rank of these faults according to τ; second, solve the preventive control measures in accordance with the rank of failures; third, search the optimal coordination control strategy, in which PCRA is applied to integrate the preventive control fault has smallest τ into the subset of emergency control fault, and then its emergency control measures is computed while this accident corresponding preventive control measures is reduced from the subset of preventive control. If the risk-benefit criterion in the (15) is not met, return to the first step of step 3 to continue optimal calculation, otherwise, the optimum comprehensive control strategy is the last result of the control set. In order to accelerate the optimization process of analysis and calculation, parallel computing methods can be applied to each stage of the flowchart, such as the computation of the load margin in step 1 and the voltage risk indices in step 2 are able to apply the parallel computing method to get its result.
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Fig. 3 Flowchart of proposed optimization control strategy

6.  Test System
The New England 39-bus system, as shown in Fig. 4, is used to test the validity and effectiveness of the proposed method. In this case, for better implementation of emergency control, generator units on each bus are equivalent to five sets of the same type of generators. The bus 39 is selected as the swing bus, which does not participate in scheduling, and the other nine generators and 19 loads are involved in security control. The cost coefficients of generators and their active power limits are listed in Table.1. Other data can be found in [21]. In the test system studies below, short-circuit analysis are carried out by using Power System Analysis Software (PSD-BPA) and security assessment uses Dynamic Security Analysis Tool (DSATools, On-line DSA ).
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Fig.4  New England 10-generator-39-bus power system. 
Table 1. The Cost Coefficients and Active Power Limits of Generations

	Bus ID
	P-(MW)
	P+(MW)
	C-($/MW)
	C+($/MW)

	30
	105 
	350
	65
	65

	31
	195 
	650 
	65
	65

	32
	340 
	800 
	65
	65

	33
	225 
	750 
	65
	65

	34
	195 
	650 
	65
	65

	35
	225 
	750 
	65
	65

	36
	225 
	750 
	65
	65

	37
	210 
	700 
	65
	65

	38
	300 
	900 
	65
	65

	39
	9999
	9999 
	65
	65


The set of preconceived contingency (Γ) is composed of 58 three-phase short circuit faults, including 31 N-1 faults, 21 N-2 faults and six N-3 faults
. Three-phase short circuit fault occurs at 0s and is eliminated by tripping the faulty line at 0.1s. Emergency control measures are implemented when the accident has been cleared after 0.1s. Here assume that the closing time of generator is 10h and the vacancy capacity is supplied by the balance bus as it was removed. TF=0.5h; CF=2500$/(MW.h); SF=200$/MW.
4.1 Voltage Risk Calculation
In the initial operating point, the total active load is 6150 MW when the system has a good stability level. Only a total of nine faults is unsafe (minimum stability margin ε≤0.1), e.g., G39 is the largest electricity generator, the system will collapse once it is disconnected due to a fault, and the others include six N-2 faults, two N-3 faults, they are taken into account as the set of expected faults. The occurrence probabilities of faults are estimated from annual outage rates for the corresponding transmission lines. The results of these failures’ severe coefficient (τ) and load margin of unsafe faults are shown in Table.2. According to the data in Table.2, the rank of all expected failures based on τ is {5,6,3,2,7,1,4,8,9}.
Table 2. The probability, severe coefficient and load margin of unsafe faults
	Case number
	Fault line
	occurrence probability
	severity coefficients(τ)
	Load margin (MW)

	1
	G39
	4.85×10-5
	-6.72977
	-389.3(-0.063)

	2
	38-29,5-6
	1.93×10-9
	0.002053
	578.1(0.094)

	3
	38-29,13-14
	1.93×10-9
	0.00201
	590.4(0.096)

	4
	38-29,17-27
	1.93×10-9
	-0.00772
	-153.7(-0.025)

	5
	38-29,25-26
	1.93×10-9
	0.008388
	141.4(0.023)

	6
	38-29,26-28
	1.93×10-9
	0.007876
	150.6 (0.024)

	7
	38-29,26-29
	1.93×10-9
	0.001949
	608.8(0.099)

	8
	3-4,38-29,9-39
	0.61×10-14
	-3.15×10-8
	-325.9(-0.053)

	9
	16-17,2-25,38-29
	0.61×10-14
	-1.85×10-8
	-568.2(-0.092)


1) The Risk of Voltage Collapse
The distribution of the system’s load margin under the given state can be gained by the cumulant-based method mentioned in the section III-(B). Assume this system load follows normal distribution, whose standard deviation is ±5%. Under case 5 take as an example, the probability distribution of load margin before and after the control is shown in Fig.5 (a) and (b) respectively. It is observed that the probability of load margin less than zero is 0.384 before the control is implemented. After the implementing the control, the probability of load margin less than zero is 0.142, reflecting the level of voltage stability of system having been greatly improved. Similarly, load margin distribution of other fault conditions can be calculated. Therefore, the risk of voltage collapse can be obtained through summing the product of all expected failures’ collapse probability and lost.
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Fig.5 The result of load margin density distribution of case a) before control implementation; b) after control implementation
2) The Risk of Voltage Violation 
Assume that the type of all the loads is set as residential load and voltage tolerance range of this kind of load is unified, then the upper limit of voltage is 1.15pu, and the lower limit of voltage is 0.85pu. In practice, the component of load can be obtained by the statistical information of user data or on-line monitoring data. Since the voltage level of network elements are the same (100kV), it is preferable to uniform the fault clearing time of 0.1s. Thereby, the amount of load loss caused by voltage violation can be calculated according to the relation between the value of bus voltage and its corresponding expected load is interrupted, as shown in Fig.6 [18]. 
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Fig.6 Expected load interrupted by various voltages. 
In addition, the average cost of per unit lost load is 390 dollars (65$/MWh×6h). Hence, the economic value of voltage risk can be calculated. For example, the value of load voltage is equal to 0.80, then, according to Fig.6 (a), it expects 100% percent of this type of load interrupted. If this site is taking with 30 MW load, the lost is equal to 11700$ (30×390). Therefore, the risk of voltage violation can be obtained and listed in Table.6.
4.2 Comprehensive Control Scheme
At first, the comprehensive control strategy is decided by solving (19) while all of the failure is classified as preventive control failure. As the result of all expected faults screening shown in Table.2, the power flow does not converge under case 1,4,8,9, and most of them has small occurrence probability of N-2 or N-3 fault. Then, the preventive control scheme is determined by solving (19) to make all the unsafe failures with enough security margins. The pure preventive control strategy for all unsafe faults is list in Table.3. Through sensitivity analysis of generation shifting between the generators and based on their generation capabilities, five generators are found out to participate in the rescheduling process; See Table 3, the optimal rescheduling of generation can be performed as preventive control before the contingency occurs. But the optimal shedding of load should coordinate with the later emergency control analysis.
Table 3 The pure preventive control strategy for all unsafe faults
	load node
	Amount of load shedding
(MW)
	Generator node
	 Amount of Generator adjustment(shedding)

(MW)

	3
	71.2
	30
	(190.5)

	4
	70.6
	31
	(0)

	12
	71.5
	32
	(0)

	16
	111.5
	33
	152(0)

	17
	114.9
	34
	126(0)

	19
	55.1
	35
	47.5(206.2)

	21
	51.4
	36
	 (0)

	26
	111.3
	37
	-70.2(258.6)

	28
	65.3
	38
	-265(195.1)

	39
	131.2
	39
	(0)

	Sum
	854
	Sum
	325.5-325.5(850.4)


According to PCRA, the case 9 is selected to integrate emergency control fault at first. This fault is cleared by tripping of the faulted lines 5 cycles after the onset of the contingency. Based on time-domain simulations, some of the generators lose synchronism if no stability control action is taken, see Fig.7 (a). The emergency control for preserving the stability of the system is identified by OLECT in the form of load shedding as the result shown in Table 4, which carries out five cycles after the occurrence of the fault, taking into account the time delays for communication and relay operations.
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Fig.7. Generator angles (a) when no emergency action is taken; (b) when the optimal load shedding is applied.
Table 4 The emergency control strategy for case 9
	load node
	Amount of load shedding
(MW)
	Generator node
	 amount Generator adjustment(shedding)
(MW)

	3
	71.2
	　30
	(190.5)

	4
	70.6
	　38
	(195.1)

	16
	71.5
	
	

	26
	111.3
	　
	　

	28
	65.3
	　
	　

	Sum
	389.9
	Sum
	(385.6)


Under case 9, time-domain simulations with the emergency action determined are performed and the generators’ relative rotor angles are given in Fig.7 (b). It reflects the governors’ angles in the system are maintained within the acceptable limits after the load shedding. 
According to PCRA, the updated preventive control strategy is list in Table 5. Then, voltage risk and the cost of control are re-calculated after the implementation of the updated preventive control scheme. The gray bar of Fig.8 shows the result of voltage risk in the optimization process. Fig.8 shows the detailed optimization process from which we can see that the pure preventive control strategies (e.g. k=0) can make all expected failures back to safe. But it needs to cut 854MW load under the initial state, thus, this scheme results in a greater control cost. By means of PCRA, some little occurrence probability of failures is considered incorporating the set of emergency fault, and make emergency control scheme corresponding with this fault, it is effective to decrease the cost of preventive control with increasing total risk. 
Table 5 The preventive control strategy except case 9
	load node
	Amount of load shedding
(MW)
	Generator node
	 amount Generator adjustment(shedding)

(MW)

	3
	0
	30
	(0)

	4
	0
	31
	(0)

	12
	71.5
	32
	(0)

	16
	111.5
	33
	152(0)

	17
	114.9
	34
	126(0)

	19
	55.1
	35
	47.5(206.2)

	21
	51.4
	36
	 (0)

	26
	0
	37
	-70.2(258.2)

	28
	0
	38
	-265(0)

	39
	131.2
	39
	(0)

	Sum
	464.1
	Sum
	325.5-325.5(464.8)


Moreover, the black line in Fig.8 shows that the optimization focus on balancing control cost and voltage risk, and that the voltage risk increase in the first iterations due to the less shedding load in the new control strategy. Then system voltage risk will increase slowly and preventive control cost decrease gradually when the number of emergency failures in security control set increases. The total benefit is positive until the fourth iteration, due to the control cost of reduction is greater than the risk growth, till their difference is -16,120$ at the fourth iteration, it can’t meet the criterion of the proposed model according to PCRA. Whereas, the optimal control strategy is conclusion that determined at the third iteration. The set of emergency control failures consists of {4,8,9}, and the rest faults belong to the set preventive control failure. The results indicate the proposed method is feasible, and the total control cost of the coordinated scheme diminishes significantly comparing with the pure preventive control, which only needs to remove 134MW load.
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Fig.8 The variation of control cost and voltage risk in the optimization process
4.1 Performance Comparison with Other Methods

To validate the effectiveness of the proposed method, the traditional and fragmented method (TFM) in [8]-[9] and the dynamic security domain based method (DSDM) [7] are applied to the same system. Table 6 shows the results of system risk when using different control methods. It can be seen that TFM gives the worst economic performance because the method never considers cooperation between preventive control and emergency control. Comparing with TFM, the control costs of DSDM are significantly reduced, but the proposed method in this paper is more practical with the least costs than DSDM, which also can consider some low cost measures, such as implementing generator secondary voltage controls, switching on shunt capacitors, adjusting transformer tap, etc., to decrease the number and frequency of load or generator switching or adjusting. 
Table 6. Comparisons of Different Control Action Cost
	Method
	Control Cost($)
	Voltage Risk($)
	Total Benefit($)

	TFM
	176,3000
	27,200
	0

	DSDM
	136,000
	27,500
	40,000

	Proposed method
	114,000
	29,700
	59,800


6.  Conclusion 
The economic assessment model of voltage risk is presented to convert load losses caused by voltage violation and voltage collapse into an economic index in this paper. Therefore, a comprehensive control model is obtained by optimizing the risk benefits of the coordinated preventive and emergency control strategy. Moreover, positive constraint relaxation algorithm is adopted to determine the comprehensive control scheme. The simulation results show that the proposed method is very effective to get the control scheme in reducing control cost with the aim of ensuring voltage stability margin, and also it is significant to simplify the optimization process of the integrated control decision-making, thus its analysis speed is more suitable the demand of "online decision, real-time matching" control strategy. In addition, the economy index of risk is practical to give a guide to operators as making decisions whether to impose the preventive or emergency control due to it is intuitive.
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