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**I Introduction**

In today’s technologically astute society, new payment methods are being utilised, at an ever-increasing rate, as individuals and groups seek to avoid the often restrictive and archaic practices of the formal financial sector. Digital currencies such as bitcoin, which this chapter will primarily focus on,[[1]](#footnote-1) represent the latest and most evolved way to store and exchange value. Their appeal lies in the fact they allow users to pseudonymously[[2]](#footnote-2) transfer money across borders at near instantaneous speed, with little or no cost, and very low barriers to entry. However, whilst new technology is being adopted in a wide range of other areas, the charity sector seems either unable or unwilling to keep up with the pace of technological change and spot genuine opportunities for innovation. Digital currencies offer charities the chance to revolutionise the way they conduct their financial affairs. However, as with all payment methods, there are risks and challenges associated with their use.

Whilst the technology that underpins digital currencies provides new opportunities for the charity sector, which will be discussed fully below, it also brings about some not-so-new legal challenges which impede the adoption of digital currencies by charities. The opportunities afforded by bitcoin have been relatively well covered in the literature,[[3]](#footnote-3) though only a few focus on their appeal to charities.[[4]](#footnote-4) However, analysis of the risks associated with the use of digital currencies are thin in the general literature, tending to focus specifically on anti-money-laundering efforts.[[5]](#footnote-5) Only a few sources have considered the risks digital currencies pose for charities,[[6]](#footnote-6) and none has considered the debate in charity law as to whether the current legal framework (or lack thereof) unnecessarily hinders charities’ ability to harness the potential benefits afforded to their activities by the adoption of digital currencies.

In light of the above, this chapter adds to the literature by seeking to unravel the legal challenges faced by charities in attempting to keep pace with the digital revolution, and in particular, adopt digital currencies. Part II of the chapter will consider the emerging technological opportunities that digital currencies present to charities. Part III will then outline law’s role in regulating emerging technology, so as to provide a lens for the rest of the chapter. In light of the lens, Part IV of the chapter will critically analyse five intersecting and overlapping themes, drawn from the discussion in Part III, which highlight the legal challenges that need to be addressed for charities to consider digital currencies a more viable technology to utilise. These themes are: regulatory competence and consistency, regulatory appetite, effectiveness, proportionality, and incidental impact. Finally, by way of concluding remarks, Part V will consider what this tells us about the ability of charities to adopt digital currencies.

Digital currencies offer a new efficient way of conducting our financial affairs. As a result, they have the potential to benefit charities financially. They are a quick, affordable and borderless way of transferring funds, and potentially bring to charities a range of new donors. However, adoption is not simple; at present they are synonymous with criminal activity and are largely unregulated, and so the chapter will address how the law can assist in making digital currencies more appealing to charities. First, it will argue that the limited competence of international actors prevents the effective coordination of a counter-financial crime digital currency strategy. Second, it will contend that there is a lack of regulatory appetite to implement a digital currency strategy and that this makes charities more averse to adoption. Third, it will argue that some of the measures introduced to tackle digital currency abuse are not fit for purpose. Fourth, it will note that proportionality issues impede the uptake the digital currencies, in comparison to other payment methods. Fifth, it will explain that there may be some incidental impacts of utilising digital currencies that reduce a charity’s appetite to engage with them. Finally, the chapter will argue that the legal issues we see here are not new, and the fact that we have yet to solve them in traditional contexts makes it less likely we will solve them in relation to digital currencies. Whilst these challenges persist, digital currencies will fail to be attractive to any more than a few opportunistic risk-taking charities, of which there are few.

**II Digital Currencies as an Emerging Technological Opportunity for Charities**

Before moving into the central part of the chapter, which critiques why law (or the lack thereof) inhibits the uptake of digital currencies by charities, it must be established how and why digital currencies, and the technology behind them, present an opportunity for the charity sector. Digital currencies offer a two-fold opportunity for charities: first, they open up a new fundraising stream; and second, they provide a new mechanism for charities to move funds.

In relation to the first opportunity, finance is the lifeblood of charities; their very existence depends on being able to collect funds to finance their activities. In the UK alone, it is estimated that charitable income is around £77.4 billion per year.[[7]](#footnote-7) Despite initial reports to the contrary,[[8]](#footnote-8) there is little evidence to suggest that challenging economic events in the last decade, such as the global financial crisis and Brexit, have had any impact on donor appetite to give.[[9]](#footnote-9) However, in the longer term, the likely UK withdrawal from the EU will result in a loss of £258 million of EU funding for UK charities.[[10]](#footnote-10) Significantly, the more challenging issue for the sector is the fact that individuals are changing their financial habits. Debit card payments have recently overtaken cash as the most prevalent payment type.[[11]](#footnote-11) Indeed, this is reflected in the fact that 70 per cent of UK charities have reported a decrease in cash donations in the last three years.[[12]](#footnote-12) It is clear, then, that charities need to look for alternative funding streams and consider how new, emerging payment mechanisms may plug the gaps left in their funding by decreasing cash donations. The need for such thinking is underlined by the fact that newer payment mechanisms are particularly prevalent amongst younger generations,[[13]](#footnote-13) meaning that cash donations are only likely to further decrease.

Digital currencies, such as bitcoin, are one potential avenue which can be considered to plug the funding gap. Given that the technology is still developing, and that there are some significant developments for digital currencies in the short-term future, it is important to consider both their current and future fundraising potential. At present, digital currency donors are most likely to be individuals who have either made a profit through mining[[14]](#footnote-14) digital currencies and/or who have experienced an increase in value in their digital assets over the course of the time they have held them. These individuals then donate a percentage of their returns. Less prevalently, donors may be individuals who have bought digital currencies at a similar or lower value to what they are now worth and have decided for whatever reason to donate all or part of their digital currency holding to charity. It is clear, then, that the current state of play leads to donations, but given the relatively low usage compared to other payment methods, that donations from digital currencies cannot yet be considered a significant fundraising stream. However, looking to the future, new developments around digital currencies, in particular the entry into the market of established companies and financial service providers[[15]](#footnote-15) offers the potential for substantial growth in uptake relative to other payment methods, resulting in digital currencies becoming a credible and consistent stream of funding for charities. It is this potential, alongside some other benefits outlined below, that makes it worth charities’ time and resources to investigate and consider adopting digital currencies as a funding stream.

Alongside the above outlined potential financial benefit, there are also certain technological features of accepting payment in digital currencies, which may be appealing to charities and donors alike. One of the key features of digital currencies is the pseudonymity they afford. This has the potential to attract more donations to a charity that accepts digital currencies as a donation method. The reasons for this are that first, it facilitates the giving of funds in a way where the donor is not reliant on any other individual or institution to assist in the masking of their identity. This is likely to be appealing to altruistic donors who give for giving’s sake, and not to boost their own image. Second, and linked to the first, a wider group of donors may be inclined to donate in this way where they wish to give but with the guarantee they will not receive follow-up emails and messages. Alongside this, there is also a level of transparency with digital currencies that is unparalleled, namely that the blockchain enables individuals to follow their transaction and see where it ultimately ends up. This could be a huge marketing tool for charities, offering them the potential to promote their transparency by encouraging donors to follow their donations through the blockchain. Significantly, given this is all facilitated by the underlying technology, it is an advantage that requires little on the part of charities, other than deciding to accept digital currency donations. Speed is another key feature of digital currencies that may attract charitable usage of digital currencies.[[16]](#footnote-16) The decentralised system harnesses users’ computer power to process and confirm transactions.[[17]](#footnote-17) When coupled with the ability to scan a charity’s QR code, giving becomes speedy, with little effort required from the donor. This perhaps most closely replicates, in the current cashless society, the low effort of donating cash in collection buckets. Finally, many digital currency wallets[[18]](#footnote-18) can be set up so that they instantly transfer any currency received into the charity’s chosen fiat currency. This may appeal to charities, as it enables them to accept digital currencies, therefore attracting a range of new donors whilst maintaining their funds (once received) in a more stable local currency.

The second significant opportunity identified above relates to the transferring of funds. Digital currencies offer the opportunity for charities to quickly transfer funds, both nationally and internationally,[[19]](#footnote-19) at a relatively low cost.[[20]](#footnote-20) However, whilst at face value digital currencies appear to be a cheap way for charities to transfer money, the costs involved may in fact be misleading where the intention following the transferring of digital currency is to revert it back to fiat currency. Usually, a small fee is charged on digital currency transactions to incentivise bitcoin network miners to include the transaction within their block and thus confirm the transaction in a prompt manner.[[21]](#footnote-21) In terms of the transfer, given the price volatility of digital currencies, it is unlikely that a charity would hold value in digital currencies. It would therefore usually need to purchase digital currencies before the transaction and sell them as soon as it is complete. However, unlike international transfers by traditional mechanisms, where funds are transferred and changed once from ‘originating state currency’ (eg, British Pound) to ‘receiving state currency’ (eg, Euro), where digital currencies are utilised for the transfer, funds are changed from ‘originating state currency’ (eg, British Pound) to ‘intermediary digital currency’ (eg, bitcoin) and subsequently changed into ‘receiving state currency’ (eg, Euro). This means the charity is likely to lose money due to exchange rates on two occasions, rather than simply once under traditional methods of transfer. Obviously, if the money could be transferred and then spent in digital currency form, it would be comparable to other methods of transfer. However, digital currencies still lack widescale adoption, and so for funds to be used in a practical way it is necessary to change them into the relevant fiat currency. Whilst this presents an additional cost, another is removed, as the use of digital currencies removes the need to pay intermediary fees to correspondent banks because the process all occurs on one platform.[[22]](#footnote-22) So, it is clear then that whilst transferring funds utilising digital currencies may provide some savings, this is currently limited until they become more widely accepted as a payment method, removing the need for funds to be transferred back to fiat currency. As things stand, cost should not be the sole driver of utilising digital currencies to transfer funds. Looking towards the future, should digital currencies be made more appealing through appropriate laws being introduced, charities would potentially be able to conduct all their financial affairs through them, and in turn avoid the issue of banks de-risking and withdrawing their banking facility, in line with their anti-money laundering obligations, on the basis that the charities operate in risky areas of the world.

This section has highlighted that digital currencies can provide benefits to charities both in terms of fundraising and also in terms of the transfer of funds. The instability of digital currencies as a place to store funds and the lack of widescale adoption have been highlighted as factors which impede the benefits outlined above. The rest of the chapter will focus on the (re)emerging legal challenges that need addressing if charities are ever truly going to be able to reap the benefits of digital currencies.

**III Regulation of (Emerging) Technology as a Research Lens**

Since bitcoin came to prominence, legal academics have increasingly become concerned about the opportunities and risks that digital currencies present in terms of regulation.[[23]](#footnote-23) Despite this, few jurisdictions have developed, and even fewer have implemented, any financial crime regulation of the area.[[24]](#footnote-24) In the United Kingdom, there is evidence to suggest that criminal abuse of digital currencies is recognised, but little in terms of actual regulatory action resulting from this.[[25]](#footnote-25) However, in the short to medium term, this is likely to change in order for the United Kingdom to comply with its obligations as a Financial Action Task Force (FATF) member,[[26]](#footnote-26) and in line with its current EU membership.[[27]](#footnote-27) It is notable that even to get to this point, progress has been slow, and that the mechanisms proposed do not solve the whole issue or consider appropriately the impacts on other sectors. Therefore, it is relevant to consider how the law has responded over time to other technological challenges. Consideration of the wider ‘regulation of (emerging) technology’ literature establishes themes that will assist in unravelling the legal challenges presented by digital currencies to charities.

It should be no surprise that regulators and various stakeholders in the UK are struggling to realise the promising benefits and manage the disruptive impacts of digital currencies, given this is the case internationally for a host of different emerging technologies.[[28]](#footnote-28) The slowness in developing appropriate responses can be somewhat explained by the fact that ‘it is widely accepted that regulating emerging technology is a challenge due to uncertainty and limited knowledge in the management and assessment of new risks’.[[29]](#footnote-29) Indeed, the struggle for regulators in terms of assessing the ‘uncertainty’ and ‘risk’ of new technologies has been long recognised.[[30]](#footnote-30) Owing to this, it is almost impossible for law to not be ‘too narrow … or too broad’ in terms of defining the issue, given it has to envisage all future implications and changes.[[31]](#footnote-31) It is worth noting, at this stage, that whilst emerging technology presents a host of difficult questions for regulators to deal with, these are often old legal issues reinvigorated by a new technology.[[32]](#footnote-32) Part of the reason these can take so long to develop a response to is that the law is unsatisfactorily developed in terms of dealing with crime typologies in their traditional form—never mind their technologically adapted state. Crucially, without taking time and care, the responses of regulators can both ‘stifle innovation and amplify risk’.[[33]](#footnote-33) Whilst, the ‘pacing problem’[[34]](#footnote-34) and the ‘Collingridge dilemma’[[35]](#footnote-35) are two ways this issue has been framed, Brownsword’s concept of ‘regulatory connection’[[36]](#footnote-36) has emerged as the predominant way to analyse law’s (in)capability to adapt to technological advances. For the law to effectively deal with the development of new payment methods, beyond digital currencies, it is imperative that all aspects of law remain technology-neutral and connected.[[37]](#footnote-37) To that end, it is not uncommon for law ‘designed for the technological landscape of the past’ to require reconnection;[[38]](#footnote-38) we will see this below, particularly when considering the law surrounding Gift Aid.

Given the power of law to either encourage or stifle innovation,[[39]](#footnote-39) consideration must be given as to whether to intervene, and if so, to what extent.[[40]](#footnote-40) There are competing interests when it comes to regulating new technology; on the one hand it is imperative that regulations do not discriminate against as-yet-unknown opportunities, whilst on the other hand it is important that the possibility of innovation does not preclude regulators’ willingness to create a strong enough regulatory framework that is capable of countering the risks that the emerging technology presents.[[41]](#footnote-41) Indeed, it is the purpose of regulation to ‘enable innovation, while at the same time protecting society from unintended consequences’.[[42]](#footnote-42) The literature tends to be biased towards the promotion of innovation, but this is because most inventions are in the health and bioscience sectors, where criminal abuse is less prevalent.[[43]](#footnote-43) However, it is not uncommon for other literature to focus more on technology’s potential for criminal abuse, and therefore focus more on regulation and less on innovation.[[44]](#footnote-44) Digital currencies, particularly in the present context, require a greater consideration of allowing sufficient room for growth whilst balancing this against the need to regulate against the potential for criminal abuse.

In terms of the law’s response to digital currencies, it is clear from the foregoing discussion that there is not an easy path to follow. Indeed, ‘innovation is a complex, multifactorial phenomenon, and developing regulatory responses to it is challenging’.[[45]](#footnote-45) An immediate thought may be to develop new regulatory frameworks.[[46]](#footnote-46) However, in reflecting on past regulatory responses to emerging technology, it is evident that existing regulation will most likely simply require some adaption to be applicable to the new medium.[[47]](#footnote-47) This dichotomy will be reflected throughout the rest of the chapter, and to a large extent the answer in this context will depend on whether the challenges presented are genuinely new or whether they represent the re-emergence of traditional challenges in a new form. Where the challenge is a (re)emerging one in a new form, it is likely that it is regulatory adaption that is needed. It would be useful going forwards if regulation remains technology-neutral, as this aids adaption to new technology.[[48]](#footnote-48) It is important to note, however, that this rule can be set aside where there is a moral objection to the technology that necessitates technology-specific regulation.[[49]](#footnote-49) It may be the case, where the issue is a less socially significant one, that self-regulation and guidance are favoured.[[50]](#footnote-50) Alongside all of this, it is relevant to consider how existing bodies ‘such as law reform agencies or proposed specialised institutions might help law makers and regulators[as well as charities]’,[[51]](#footnote-51) in this endeavour. Whatever route is taken, it is clear that ‘negotiating the mix of hope, hype, fear and quotidian use’ of new technologies will not be easy.[[52]](#footnote-52)

Finally, it is suggested that if the regulation of (emerging) technology is to be a useful lens for analysing the legal challenges faced by charities in adopting digital currencies, then it must ‘yield insights that could not be gained by looking at the problem of regulation either more broadly (for instance regulatory theory) or more narrowly (in a particular technological or regulatory context)’.[[53]](#footnote-53) To that end, the insights in this section on emerging technology regulation will be used to critically analyse the role law can play in promoting the usage of digital currencies by charities and reducing the risks their usage presents.

**IV Unravelling the Legal Challenges Posed by Digital Currencies to Charities**

This section will explore five interrelating themes identified from discussion in the previous section to highlight the legal challenges to more widespread adoption of digital currencies by charities. As noted in the introduction, the five thematic headings for analysis are: regulatory competence and consistency, regulatory appetite, effectiveness, proportionality, and incidental impact. It is worthy of note that whilst digital currencies are a new technological opportunity for charities to maximise, the below challenges to their adoption are not so new. Often the challenges are ones that charities have long faced in relation to other developments, to which no answer has been found. These challenges should also be considered in light of the resource and expertise limits within charities.

***A Regulatory Competence and Consistency Challenge***

On an international level the responsibility for dealing with the threat that digital currencies cause has fallen on the FATF,[[54]](#footnote-54) by virtue of their role as the international standard setter for ‘combatting money laundering, terrorist financing, and the financing of proliferation, and other related threats to the integrity of the international financial system.’[[55]](#footnote-55) United Nations (UN) instruments purely criminalise financial crime, and make provisions relating to cooperation between states. They do not consider how to tackle the abuse of specific payment methods, and so are not relevant to this discussion.[[56]](#footnote-56)

FATF’s limited competence is a significant challenge when it comes to addressing the crime risks of digital currencies. FATF’s competence is derived from its membership,[[57]](#footnote-57) and furthermore, their Recommendations are non-binding and the principles which they promote are open to interpretation by states as to how to implement them into domestic law.[[58]](#footnote-58) Countries have diverse legal, administrative and operational frameworks, and as such a one-size-fits-all approach would not work.[[59]](#footnote-59) To this end, the FATF Recommendations are best described as ‘mandates for action by a country, if that country wants to be viewed by the international community as meeting international standards’.[[60]](#footnote-60) Such instruments are common practice on the international stage,[[61]](#footnote-61) and are chosen over other forms due to the advantages they offer in relation to speed of adoption and because they are perceived as being useful for technical matters which may need repeated revision.[[62]](#footnote-62) However, it does mean that states may choose not to comply, and also may struggle to interpret the proposals and thus either fail to implement them or implement them ineffectively.

In an effort to avoid these outcomes, the FATF does have a system of assessment of its members’ compliance with the Recommendations.[[63]](#footnote-63) It has been stated that such a system of reported assessments should be enough to ensure compliance,[[64]](#footnote-64) and that, in addition, the political and peer pressure arising from the process can be used to induce others to change their practices.[[65]](#footnote-65) On the whole, the assessment process is considered very successful in achieving its aims.[[66]](#footnote-66) However, issues can be overlooked when they are not perceived as integral parts of the FATF framework, and persistent failure, across multiple jurisdictions, to implement a Recommendation can be ignored for a long period of time.[[67]](#footnote-67) The end result of FATF’s lack of competence is that their Recommendations may not be implemented, and even where they are implemented this is likely to be very different across jurisdictions. This creates uncertainty, but also most importantly for this chapter a significant burden for charities to understand the differences in digital currency laws in all jurisdictions in which they operate. Further, it does little to reduce the criminal stigma attached to digital currency usage and fails to prevent the volatile price changes. This is likely to serve as a barrier to charity engagement with digital currencies.

In Europe, the issue is somewhat alleviated by the European Union, which undertakes to implement the FATF Recommendations through its Money Laundering Directives, thus ensuring compliance and the harmonisation of laws across its member states. However, as international charities are most likely to be active in countries outside the European Union, this is perhaps only a small comfort. G20 member nations have also reaffirmed their commitment to implementing FATF Recommendations, and in particular implementing their digital currency measures into national law.[[68]](#footnote-68) The United Kingdom’s intended withdrawal from the EU could result in the UK introducing its own separate digital currency laws in the future, which would add to the uncertainty and inconsistency for UK-based charities.

***B Regulatory Appetite Challenge***

The second challenge, which is alluded to throughout this chapter, is the lack of regulatory appetite to introduce regulation aimed at curbing abuse of digital currencies and at promoting their positive uses. Indeed, throughout the world progress towards regulating digital currencies has been slow. Bitcoin, the world’s first and most prominent digital currency, was released over a decade ago, and started to gain wider attention around five years ago. Yet, international actors are only now bringing in countermeasures. The FATF, despite researching their risks,[[69]](#footnote-69) have only recently agreed to introduce standards aimed at regulating and supervising virtual asset financial activities.[[70]](#footnote-70) The same is also true of the EU, which is only now introducing measures through its Fifth Money Laundering Directive.[[71]](#footnote-71) Somewhat naturally, the UK has currently not implemented any regulation on digital currencies, and will now transpose the Fifth Money Laundering Directive into national law. However, there is a long way still to go; the Fifth Money Laundering Directive is only the first iteration of regulation of digital currencies, and furthermore it is only implemented in the 28 member states. Other countries need to make their own efforts to implement the FATF guidelines. This is an international issue given that digital currencies are borderless; for regulation to be truly effective, a number of countries need to be regulating against its abuse. The international effort to curb crime linked to the use of digital currencies is only as strong as the response of the weakest state. Until such a point that the appetite to fight abuse of digital currencies increases both nationally and globally, then they will remain susceptible to abuse and unappealing to charities, despite the opportunities they offer.

***C Effectiveness Challenge***

The effectiveness of anti-money laundering laws when applied to digital currencies is also a significant issue. If these laws are ineffective, then they will fail to curb the crime threats that digital currencies present. This in turn will make charities less likely to engage with them due to the threat of reputation damage from being associated with a currency used for illegitimate purposes. Further, the currency is likely to remain volatile with low uptake unless it is regulated effectively, again dissuading charities from utilising it.

The first challenge is evidencing that bitcoins have been used for illegitimate purposes, but this is incredibly difficult.[[72]](#footnote-72) However, bitcoin is not untraceable; as has been noted previously, it is pseudonymous. Utilising the publicly accessible blockchain, any transaction can be linked back to a wallet. The difficulty lies in linking a wallet to an individual. This can become even more challenging when an individual operates numerous wallets, or where they have set up a wallet with fake details.[[73]](#footnote-73) Advanced money-laundering techniques such as ‘smurfing’ can further complicate this.[[74]](#footnote-74) Increasingly, ‘dark wallets’ are being used by dark web criminals to further conceal their identity. These wallets encrypt and mix users’ payments to make money flows untraceable. Looking to the future, the challenge may get still harder, as criminals look to utilise privacy-focused digital currencies such as Monero, Zcash and Dash, which mask identifying information.[[75]](#footnote-75)

The second area where the law’s effectiveness can be challenged is in relation to confiscating the proceeds of crime. If law enforcement agencies cannot gain control of digital currency, then the law fails to bite. There are a few factors that hinder law enforcement agencies successfully controlling criminal assets held in digital currencies. First, digital currencies have no central bank that law enforcement officials can ask to freeze funds. Second, funds move quickly, so without a body to freeze them they can be almost impossible to locate. Third, the funds may be located outside the reach of the investigating jurisdiction, or across multiple jurisdictions. Fourth, and perhaps most significantly, even when law enforcement officials do find the funds, they are reliant either on the criminal complying by providing them with their private key or on the criminal having been careless by making a note of the private key somewhere. Without this, officials cannot confiscate the funds. Crucially, there is no reason for a criminal to hand over their private bitcoin key voluntarily.[[76]](#footnote-76) In light of this, digital currencies are considered a key strategic threat[[77]](#footnote-77) and ‘technically challenging’ to confiscate.[[78]](#footnote-78)

Critically, given the lack of regulatory action in the UK, discussed above in this piece, law enforcement agencies are left to interpret how the Proceeds of Crime Act, Part VII applies to digital currencies. This is a significant burden, given that they have received little or no training and so are almost doomed to fail. Nothing in this section suggests that UK regulation of digital currencies is going to successfully tackle their susceptibility to abuse any time soon, and therefore they will remain too risky for the majority of charities to consider engaging with, irrespective of the opportunities their usage may present. Indeed, charities these days are often global brands and therefore need to protect their reputations.[[79]](#footnote-79) Given that in recent times, a range of charities have been severely impacted by the damage that scandals they are associated with cause to their brand,[[80]](#footnote-80) it is perhaps unsurprising that they are averse to utilising digital currencies when digital technologies are almost synonymous with a range of crimes.

***D Proportionality Challenges***

In seeking to regulate digital currencies to serve the dual aim of promoting further innovation whilst also preventing criminal abuse, proportionality issues have arisen. The first of these relates to the regulatory approach that should be adopted. Whilst some countries have sought to ban digital currencies, others favour regulating their usage. Predominantly, however, world-wide digital currencies remain unregulated. The second proportionality issue relates to how Gift Aid law is, or more appropriately is not, applied to digital currencies in comparison to other payment methods.

***i Approach to Regulation***

As identified at the outset of this chapter, the first issue that needs to be addressed when regulators are looking at new technologies is whether they require fresh intervention or whether measures that are already in place adequately cover them.[[81]](#footnote-81) At present, there appears to be widespread agreement that regulation is needed.[[82]](#footnote-82) However, in the UK, like many other jurisdictions, progress towards implementing regulatory measures has been slow.[[83]](#footnote-83) Where regulation has been implemented, there have been two contrasting approaches. The first (more controversial) approach has been to ban the use of digital currencies. The second (more proportionate but resource-intensive) approach has been to allow the use of digital currencies, but to create a framework for tackling their abuse, normally through targeting the proceeds of crime measures. As will be outlined below, both are tried and tested, but neither is perfect. Largely, this is indicative of the challenge outlined above of needing to balance preventing abuse with leaving enough freedom for them to flourish. Such a balancing act seems almost impossible, and in some cases undesirable.

Some countries have sought, to varying extents, to ban the use of digital currencies, most notably China,[[84]](#footnote-84) Vietnam,[[85]](#footnote-85) and India.[[86]](#footnote-86) Whilst banning digital currencies might serve the purpose of removing their crime threat, it also removes the potential benefits they offer. It is questionable whether this is a proportionate response to their risk, particularly where they offer such potential for positive use in the charity sector. In any event, it is also debatable how successful this strategy would be. A ban is likely to succeed in deterring the average law-abiding citizen from utilising digital currencies, and it may have some merit in terms of protecting consumers. However, it is unlikely to deter a seasoned criminal from utilising them, especially where it is not an international blanket ban adopted by all. Perhaps a good indicator of the lack of proportionality of this approach is the fact that Russia is now moving from the ban it adopted for several years to a more open approach that acknowledges the positive uses of digital currencies.[[87]](#footnote-87)

The approach more widely adopted, or which will be more widely adopted, is to permit the use of digital currencies but to attempt to regulate them appropriately. This is achieved primarily through the implementation of anti-money laundering measures. This approach has been led by and advocated for by the FATF. However, it is still far from successful. Whilst countries such as Australia have implemented some safeguards, on the whole countries are still trying to assess how their anti-money laundering mechanisms may be tailored to the digital currency threat. The EU’s Fifth Money Laundering Directive will implement several mechanisms to curb digital currency abuse across EU member states.[[88]](#footnote-88) Notably, the Directive sets out measures that will regulate certain digital currency businesses (wallet providers and exchange services) in a similar way to that in which banks are regulated, eg by following customer due diligence measures, transaction monitoring and record-keeping, and reporting suspicious activity.[[89]](#footnote-89)

What is clear is that no common approach has yet been developed. The work of the FATF and the EU may see countries converge in their approach. However, until this happens, we are left in a situation where there is uncertainty for charities who are looking to engage with digital currencies. It is difficult for them to know what mechanisms countries are imposing, and more significantly, law in the area is still developing, so they would need to stay abreast of developments. At present, the possible benefits do not seem to justify such an undertaking.

***ii Gift Aid Approach***

The proportionality issue in relation to Gift Aid is whether its application (or lack thereof) to digital currencies is a fair outcome in comparison to how it is applied to other payment methods. Gift Aid gives relief for some gifts of money to charity by individuals.[[90]](#footnote-90) It provides an extra 25p for every £1 donated, as charities can reclaim the basic rate of tax on the gift.[[91]](#footnote-91) This is obviously a significant benefit to charities and one that they seek to take advantage of.

There are a few challenges that stand in the way of a digital currency donation being eligible for Gift Aid. First and foremost, there is a requirement that the donation take the form of ‘a sum of money’.[[92]](#footnote-92) This is a contentious issue, and in relation to bitcoin we have seen arguments both for and against. Bjerg argues that digital currencies are money, suggesting we need to change our perceptions of what constitutes money rather than simply saying bitcoin does not meet our expectations.[[93]](#footnote-93) The Bank of England advocates following economic theory when assessing whether digital currencies constitute money, by considering to what extent they act as a store of value, a medium of exchange, and a unit of account.[[94]](#footnote-94) They suggest that at present digital currencies ‘act’ as money only to a limited extent and only for relatively few people.[[95]](#footnote-95) Significantly, this formulation stops short of saying that they are money. In clear contrast to these two, Yermack suggests that digital currencies largely fail to satisfy the economic theory approach and behave ‘more like a speculative investment than a currency’.[[96]](#footnote-96) Undoubtedly, this is true as things stand; the price is too volatile to be used as an effective store of value, and digital currencies are accepted in too few places to be a useful medium of exchange to all bar a few tech-savvy individuals using it in a specific context. It is entirely possible, though, that these issues could be fixed, and therefore digital currencies could be classed as money.

Case law lends some weight to the fact that bitcoin and digital currencies could be considered to be money, as the Court of Justice for the European Union found it to be VAT-exempt on the basis of a ‘currency exception’ in Article 135(1)(e) of the VAT Directive.[[97]](#footnote-97) In the US, case law has been inconsistent in deciding whether bitcoin amounts to money, with some decisions suggesting that it does not[[98]](#footnote-98) and others suggesting that it does.[[99]](#footnote-99) What is clear is that it is not an easy distinction to make.

Given the uncertainty, and the fact that there at least seems to be an acceptance that digital currencies can be used as money, in limited circumstances at present, then we should be looking to apply Gift Aid to them. The main barrier to this is the pseudonymity associated with digital currencies and how charities would identify individuals to be able to reclaim their tax on the gift. Again, this is not insurmountable, as a separate declaration would work. The issue would be whether the typical bitcoin donor wishes to disclose their identity regardless of the additional funds the charity would receive. However, until such a time that digital currencies are treated equally to other payment methods for the purposes of Gift Aid, it is unlikely that charities are going to want to advocate usage of digital currencies to their wider donor base, as it would result in them not receiving Gift Aid on any donations received by this medium. At present, if accepting digital currency donations, they may satisfy themselves that these are gifts they would not have received otherwise.

***E Incidental Impact Challenge***

The removal of a charity’s financial services by a bank, owing to de-risking in line with their anti-money laundering obligations, has been a longstanding issue for the sector.[[100]](#footnote-100) Significantly, whilst digital currencies may one day provide a solution to this phenomenon if they gain broad appeal and change how we conduct our financial affairs, at present they may give cause for banks to de-risk. In particular, the challenge at present is that de-risking tends to occur in response to perceived regulatory risk, not in response to an assessment of actual risk of illicit activity. The result of this is that banks may choose to remove financial services provided to charities where they are utilising digital currencies. This will be particularly true where the other challenges raised throughout this chapter are not successfully addressed by regulation, meaning that digital currencies become synonymous with crime and particularly the dark web. At present, charities are reliant on banks to provide their financial services. Without banks, charities cannot make the international transactions that are necessary for some of them to function, whether that be directly, or by putting funds into other payment methods.[[101]](#footnote-101)

If it does turn out to be the case that banks will de-risk and remove the financial services they offer to charities on the basis that the usage of digital currencies obscures both the trail of financial flows and the purposes for which they were sent, then this will be a significant barrier to the adoption of digital currencies by charities. Put simply, they cannot afford to reap the currently limited benefits of digital currencies at the expense of losing access to their main financial accounts. At present, we have no indication that this would be the case. However, given digital currencies’ crime links and their less-than-transparent nature, banks will more than likely feel that these present too much of a risk for banks to engage with. The difficulty is that there is no easy solution to this challenge. The issue is broader than banks simply being risk-averse. It is a political issue stemming from the need to implement a strong anti-money-laundering framework that holds banks accountable where there are breaches. It seems somewhat unlikely that a bank would be willing to expose itself to the risks of charities transferring funds through digital currencies when there are other methods charities could utilise that are more well understood and have better oversight.

**V Concluding Remarks—A Digital Future for Charities?**

At present, it is clear that digital currencies present an opportunity, as evidenced by the growing number of charities engaging with them. However, whilst adoption is growing, it is fair to say that the numbers can still be considered as limited at present. If digital currencies are going to move beyond having potential and into providing actual demonstrable benefits for charities, then it is clear that the plethora of challenges, identified through the five thematic headings in the chapter, need to be addressed.

The first challenge the chapter identified was that bodies at an international level have limits to their competence in this area, which results in them simply making recommendations to member states. The result of this is an incoherent approach to regulating digital currencies, varying from country to country. This is a significant challenge, particularly for international charities who by virtue of their global reach would be required to have a working knowledge of the laws relating to digital currencies (or lack thereof) in each jurisdiction in which they operate. Second, the chapter identified the challenge of regulatory appetite. Progress towards regulating digital currencies has been slow across much of the world and in the UK, the consequence of which is that regulation remains on the horizon rather than being active. Until such a time that there is a broader appetite to regulate digital currencies across many jurisdictions, digital currencies’ appeal to charities will be limited due to the negative stigma of crime associated with them and their extreme fluctuations in value. The third challenge, that of effectiveness, links to the second; even where jurisdictions implement measures designed to curb criminal abuse of digital currencies, these are inappropriate for the task at hand and so may never remove some of the negatives which dissuade charities from using digital currencies. The fourth identified challenge was proportionality issues around the regulatory approach taken to digital currencies and with regard to the application of Gift Aid. Different regulatory approaches create uncertainty, and where countries ban the use of digital currencies this is unlikely to preclude usage by criminals but will certainly preclude usage by legitimate actors. In relation to the Gift Aid issue, given that the situation in relation to digital currencies and their eligibility for Gift Aid is ambiguous to say the least, charities will not want to promote its usage above other payment methods as this will result in less income. So, until there is a solution to the Gift Aid issue charities will only want digital currencies to be a supplementary gifting mechanism, attracting new donors who may not have donated were it not for the digital currency option. The fifth challenge highlighted was that the use of digital currencies by charities may lead to banks de-risking and withdrawing banking services from charities owing to the crime risk associated with their usage. Given that digital currencies are in their infancy, and appear unsuitable as both a store of value and as a regular means of exchange owing to a lack of widespread acceptance, charities are still reliant on traditional banking services and therefore cannot afford to lose these for the relatively limited benefits provided by digital currencies, as outlined above.

Finally, it should be remembered that the issues presented are regulatory challenges that are magnified by the particular context of charities, in that they are risk-averse and have limited resources. Whilst the opportunities presented to charities by digital currencies are new, the challenges presented to their adoption are longstanding state-level issues that have lacked adequate solutions. As a result, addressing the challenges to digital currency adoption by charities is a substantial regulatory issue that appears to have no quick fix. The consequence is that these challenges, when combined, are a significant barrier to digital currency usage by charities, for all bar a few larger and/or opportunistic entities.

It is important to remember that law has a role in promoting innovation and innovative uses of technology, as well as its more traditional use in curbing abuse. Whilst law is somewhat naturally reactive rather than proactive, it is imperative that in both these roles it is faster in its development if it is going to assist in the promotion of new technologies. Further, those involved in developing digital currency legislation are unlikely to be considering its impact in relation to the charity sector, and this needs to change. It is therefore important that the sector is receptive to new technologies and willing to engage with regulators so that their views and goals can be reflected in future legislation. If law can be quicker to respond to new technologies, and the charity sector more engaged in the digital revolution, then they will be in a position to maximise future opportunities. Indeed, if digital currencies can grow and shed the negative perceptions held of them, they will offer charities the benefits outlined at the outset of this chapter with limited risk. On top of this, they may also offer a new way for charities to conduct their financial affairs, without the need for the formal financial system. This may prevent the situation whereby a bank de-risks and removes financial services from a charity on the basis that it operates in an area of the world perceived as risky. Significantly, this chapter has revealed that the challenges to charitable adoption of digital currencies are likely to be insuperable until we have suitable regulation. Digital currencies have great potential, making it worthwhile for the regulatory environment to overcome the challenges identified here. Unless this occurs, the charity sector may be left behind by the digital revolution, which is changing how we go about our everyday lives, not just how we manage and utilise our finances.
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